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Before answering the questions, candidates should ensure that they 
have been supplied the correct and complete question paper. No 
complaint in this regard, will be entertained after examination. 

Note : Attempt five questions in all, selecting one 

question from each Units. Question No. 1 is 

compulsory. All questions carry equal marks. 

1. Write short notes on the following :  

 (i) Knowledge Society  

 (ii) Economic consequences of cyber terrorism  

 (iii) Cyber Homicide  

 (iv) Malware  

 (v) Cyber Jurisdiction  
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 (vi) Torjan Horse  

 (vii) Cyber Forensic 

 (viii)Cyber space  

UNIT – I 

2. Cyberspace has become a game changer in digital age 

vis a vis cyber security has become global challenge. 

Comment and discuss the relevance of Cyber Security. 

3. Identification and protection of Critical Information 

Infrastructure is must in digital economy. Justify the 

statement with relevant examples. 

UNIT – II 

4. The American President once said in the speech "It is 

now clear this cyber threat is one of the most serious 

economic and national security challenges we face as a 

nation." In the light of above discuss the power and 

characteristics of cyber terrorism  

5. Discuss 5 recent examples of cyber terrorism in detail.  
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UNIT – III 

6. Which cybercrime techniques in online banking do 

you consider the most dangerous ?  

7. You are cyber security expert at your organization. 

How will you prevent your organization from cyber-

attacks ?  

UNIT – IV 

8. Why it is essential for business to have cybersecurity 

and disaster recovery planning ? Discuss types of 

cybersecurity. Disaster recovery plan in details.  

9. Discuss in detail purpose and types of information 

warfare ? 

 


